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initiated through an electronic ter-
minal, telephone, computer, or mag-
netic tape, for the purpose of ordering,
instructing, or authorizing a financial
institution to debit or credit an ac-
count. The term includes Automated
Clearing House transfers, Fedwire
transfers, and transfers made at auto-
matic teller machines and point-of-sale
terminals. For purposes of compliance
with 31 U.S.C. 3332 and implementing
regulations at 31 CFR part 208, the
term “‘electronic funds transfer’” in-
cludes a Governmentwide commercial
purchase card transaction.

EFT information means information
necessary for making a payment by
EFT through specified EFT mecha-
nisms.

Governmentwide commercial purchase
card, as used in this part, means a card
that is similar in nature to a commer-
cial credit card that is used to make fi-
nancing and delivery payments for sup-
plies and services. The purchase card is
an EFT method and it may be used as
a means to meet the requirement to
pay by EFT, to the extent that pur-
chase card limits do not preclude such
payments.

Payment information means the pay-
ment advice provided by the Govern-
ment to the contractor that identifies
what the payment is for, any computa-
tions or adjustments made by the Gov-
ernment, and any information required
by the Prompt Payment Act.

32.1103 Applicability.

The Government shall provide all
contract payments through EFT except
if—

(a) The office making payment under
a contract that requires payment by
EFT, loses the ability to release pay-
ment by EFT. To the extent authorized
by 31 CFR part 208, the payment office
shall make necessary payments pursu-
ant to paragraph (a)(2) of the clause at
either 52.232-33 or 52.232-34 until such
time as it can make EFT payments;

(b) The payment is to be received by
or on behalf of the contractor outside
the United States and Puerto Rico (but
see 32.1106(b));

(c) A contract is paid in other than
United States currency (but see
32.1106(b));

32.1105

(d) Payment by EFT under a classi-
fied contract (see 4.401) could com-
promise the safeguarding of classified
information or national security, or
where arrangements for appropriate
EFT payments would be impractical
due to security considerations;

(e) A contract is awarded by a de-
ployed contracting officer in the course
of military operations, including, but
not limited to, contingency operations
as defined in 10 U.S.C. 101(a)(13), or a
contract is awarded by any contracting
officer in the conduct of emergency op-
erations, such as responses to natural
disasters or national or civil emer-
gencies, if—

(1) EFT is not known to be possible;
or

(2) EFT payment would not support
the objectives of the operation;

(f) The agency does not expect to
make more than one payment to the
same recipient within a one-year pe-
riod;

(9) An agency’s need for supplies and
services is of such unusual and compel-
ling urgency that the Government
would be seriously injured unless pay-
ment is made by a method other than
EFT,;

(h) There is only one source for sup-
plies and services and the Government
would be seriously injured unless pay-
ment is made by a method other than
EFT,; or

(i) Otherwise authorized by Depart-
ment of the Treasury Regulations at 31
CFR part 208.

32.1104 Protection of EFT information.

The Government shall protect
against improper disclosure of contrac-
tors’ EFT information.

32.1105 Assignment of claims.

The use of EFT payment methods is
not a substitute for a properly exe-
cuted assignment of claims in accord-
ance with Subpart 32.8. EFT informa-
tion that shows the ultimate recipient
of the transfer to be other than the
contractor, in the absence of a proper
assignment of claims, is considered to
be incorrect EFT information within
the meaning of the ‘‘Suspension of
Payment’” paragraphs of the EFT
clauses at 52.232-33 and 52.232-34.
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